
 

StarForce Crypto 
Professional solution for executable code protection from reverse 

engineering and hacking suitable to any software type and 
distribution method 

StarForce Crypto protects executable code areas of intellectual and commercial value. The tool provides 
reliable protection making it very difficult to analyze the software code. 
 
StarForce Crypto is an encryption-based protection tool which transforms executable code into StarForce 
virtual machine instructions making analysis and modification of the software code considerably more 
difficult for any hacker. 
 
StarForce Crypto is easy to install online using the free Protection Studio tool. 
 
 
StarForce Crypto features and benefits 
 
 Reliable protection of software algorithms and data against reverse engineering and hacking 
 Maximum compatibility 
 Adjustable level of protection 
 Easy protection integration 
 Allows to strengthen protection further by using other StarForce solutions that implement binding 

to optical disc, computer hardware, server configuration etc. 
 External binding 
 No additional equipment (such as hardware keys) or software required for protecting and running 

protected applications 
 Optional software protection implementation by StarForce engineers 
 Customer support 
 

 
Exclusive StarForce Crypto feature 
 
External (user defined) binding 
 
External binding enables software developers to implement authentication of an internal application 
function, defined by developer. 
 
 
Benefits of external binding 
 
 Flexible protection settings 
 Integration into existing licensing modes 
 Extra protection from unauthorized distribution 
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StarForce Crypto implementation graph 

 
Supported files formats 
 
 Standard Win 32/64 executable files 
 Standard Win 32/64 dynamic link library (DLL) files 
 .Net applications 
 Data files if called by protected application files directly 
 Flash applications (executable and data files) 
 Installer applications 

 

* Encrypted and/or packed executable files are not supported. 
 

Supported operating systems 
 
 Windows XP 32/64-bit editions 
 Windows Vista 32/64-bit editions 
 Windows Server 32/64-bit editions 
 Windows 7 32/64-bit editions 
 Windows 8 32/64-bit editions 

 
 
 

 
 

www.starforce.com 
 

2 

 

http://www.starforce.com/


 

StarForce Crypto 
Professional solution for executable code protection from reverse 

engineering and hacking suitable to any software type and 
distribution method 

StarForce Corporative system requirements 
 
 Internet connection (broadband recommended) 

 
For more information please contact us: 
 

StarForce Moscow HQ 
Altufevskoe shosse, 5/2 
127106 Moscow, Russia 
Phone: +7 (495) 9671451 
Fax: +7 (495) 9671452 
E-mail: sales@star-force.com 
www.star-force.com 
 

StarForce Asia Pasific 
StarForce Technologies, ltd. 
Room 507, No.235 ChaoYang Rd, 
FuDi international 
ZIP: 100020 
Phone: 8610-82856017/85715688 
Fax: 8610-82856017 
E-mail: sales@star-force.com.cn   
www.star-force.com.cn 
 

StarForce USA 
StarForce Technologies Inc. 
8721 Santa Monica Blvd #1063 
Los Angeles CA 90069-4507 USA 
Phone: +1-925-272-4515 
E-mail: sales@star-force.com    
www.star-force.com 
 

StarForce France  
20, rue Malar  
F-75007 PARIS  
Phone: +33 (0)1.44.18.37.05   
Fax: +33 (0)9.56.72.07.47  
E-mail: olivier.duran@star-force.com 
www.star-force.com 
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